Ivanti PATCH TUESDAY

April 9, 2019
Adobe : : .
4 3 0 3 For the Ivanti patch product team, the snow is melting and
' ‘ ‘ - spring is here—and that means it’s time for April Patch
‘ Bulletins Critical Important User Targeted . . : .
New Bulletins o Tuesday spring cleaning. Let’s get our houses in order! Patch
Microsoft what you can, prioritizing Adobe and Microsoft’s 0S and
mE 1 5 1 1 4 1 4 browsers. Get rid of Wireshark where possible, because that
[ Bulletins Crtcal Important User Targeted one’s serving up the bad this month. And remove Shockwave,
UserTargeted too, because it’s coming in hot and patching is no longer an
Other option. Exploits are looming there, and that’s not good for
-| 3 3 0 0 your IT team feng shui.
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For additional analysis and insight visit: ivanti.com/patch-tuesday




