
Affected products CVE 
count Impact Vendor 

severity
Ivanti 
priority Threat risk Exploits Disclosures

MS24-03-EXCH Microsoft Exchange 
Server 2016 - 2019 1 Remote Code 

Execution Important 2

MS24-03-O365 Microsoft 365 Apps 1 Elevation 
of Privilege Important 2

MS24-03-SPT Sharepoint Server 
2016- 2019 1 Remote Code 

Execution Important 2

MS24-03-W10

Windows 10, Server 
2016, Server 2019, 
Server 2022, Edge 
Chromium and IE 11

39 Remote Code 
Execution Critical 1

MS24-03-W11 Windows 11 and 
Edge Chromium 39 Remote Code 

Execution Critical 1

March Patch Tuesday is looking to be pretty 
mild and I don’t mean the weather. Microsoft 
has resolved 60 new CVEs and updated two 
previously released CVEs with an expanded set of 
affected products. The Windows OS update is the 
only Critical update this month with no reported 
Exploited or Publicly Disclosed vulnerabilities. 
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