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@ o
pple ICLOUD-013 Remote Code
iCloud for Windows 7.7 19 Execution Not rated 1 -] @
RS Microsoft MS18-10-EXCH I
Exchange Server 2010, 3 Execution Important 2 -]] @
2013,2016
MS18-10-IE
Remote Code -
Inte;nitOE);p:orer 2 Execution Critical 1 -] @ @
Publicly Disclosed:
MS18-10-MR2K8 Remote Code " CVE-2018-8423
Server 2008 14 Execution ! 1 - Exploited: @
CVE-2018-8453
MS18-10-MR7 Publicly Disclosed:
) o Remote Code iy CVE-2018-8423
Windows 7, Server 2008 16 Execution Critical 1 - Exploited: @
R2 and IE CVE-2018-8453
Publicly Disclosed:
MS18-10-MR8 Remote Code ” CVE-2018-8423
Server 2012 and IE 16 Execution il 1 - Exploited: @
CVE-2018-8453
MS18-10-MR81 Publicly Disclosed:
g Remote Code iy CVE-2018-8423
Windows 8.1, Server 17 Execution Critical 1 - Exploited: @
2012 R2 and IE CVE-2018-8453
MS18-10-0FF
Excel 2010-2016, Office
2010-2016, Outlook
! . Remote Code
2010-2016, Powerpoint 5 ) Important 2 @
2010-2016, Word Execution -:|:| @
2010-20186, Office for
Mac 2016
MS18-10-0365
) Remote Code
e, | 5 | e ey o | T 0 @
Office 2019
Publicly Disclosed:
MS18-10-S02K8 Remote Code ” CVE-2018-8423
Server 2008 14 Execution i 1 [T1T] Exploited: @®
CVE-2018-8453
MS18-10-S07 Publicly Disclosed:
. e Remote Code " CVE-2018-8423
Windows 7 and Server 14 Execution Critical 1 - Exploited: @
2008 R2 CVE-2018-8453
Publicly Disclosed:
MS18-10-S08 Remote Code " CVE-2018-8423
Server 2012 14 Execution e 1 - Exploited: @
CVE-2018-8453
MS18-10-S081 Publicly Disclosed:
o Remote Code iy CVE-2018-8423
Windows 8.1 and 15 Execution Critical 1 - Exploited: @
Server 2012 R2 CVE-2018-8453
MS18-10-SPT
. Remote Code
Sharepoint Server 5 ) Important 2 @
2010, 2013, 2016 Execution -]] @
MS18-10-W10 Publicly Disclosed:
Windows 10, Server Remote Code . CVE-2018-8423
2016, Server 2019, 33 Execution Critical 1 - Exploited: @
IE 11, and Edge CVE-2018-8453
E3+ other APSB18-35 3 S
Adobe Flash Player
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