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PATCH TUESDAY

The holidays are just around the corner. How, you 

wonder, are we going to tie those into November Patch 

Tuesday?  Through tradition, of course! Because what 

are the holidays without that treasured recipe you 

replicate line by line each year? And what is security 

without steadfast adherence to the list of controls you’ve 

put in place?  The KRACK vulnerability is another in this 

year’s endless litany of reminders that keeping up with 

software updates is critical. Be sure you’ve pushed out 

the October OS updates—and don’t let the tradition slip 

this month either, as there are quite a few Critical security 

vulnerabilities to patch.
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