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MS17-09-MR7 
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2008 R2 & IE
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Server 2008 R2
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Server 2012 R2
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Windows 10,  

Server 2016, & 
Edge
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Publicly Disclosed: 
CVE-2017-9417, 
CVE-2017-8723, 
CVE-2017-8746

MS17-09-EX 
Exchange Server 

2013, 2016
1 Information

Disclosure Important 2

MS17-09-SONET
.Net Framework 1
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Important 2

Zero Day:  
CVE-2017-8759
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Zero Day:  
CVE-2017-8759
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Priority 1 for IE, 
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Desktop and 

Chrome

CCLEAN-053 
CCleaner 0 3

ENOT-004 
Evernote 0 3
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If Equifax and The Shadow Brokers were any 
indication, September Patch Tuesday drives 
home the fact that security concerns are alive 
and well this month. There are some Win10 
public disclosures to attend to, and plenty of 
other Critical updates to go around—so let the 
update party commence! Plus, this month’s zero 
day serves as a reminder to limit admin rights 
in your environment as well.
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