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BE Microsoft Remote
] MS17-09-2K8 - - @
Server 2008 22 Exggggon Critical 1
R : Priority 1 for IE,
MS17-09-AFP SIS » Priority 2 for
Adobe Flash Player 2 EXESS‘?ion Critical 1 -:| Deé::g?nznd @
MS17-09-1E Remote
Internet 7 Code Critical 1 -] @ @
Explorer 9, 10, 11 Execution
MS17-09-MR7 Remote
Windows 7, Server 31 Code Critical 1 -:| @ @
2008 R2 & IE Execution
Remote
MS17-09-MR8 s
Server 2012 & IE 32 Exggjﬁon Critical 1 N | @ @
MS17-09-MR81 Remote
Windows 8.1, 34 Code Critical 1 -:| @ @
Server 2012 R2 & IE Execution
MS17-09-OFF
Office 2007, 2010, Remote
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Sharepoint 2013, 15 o lode Critical 1 N | o) @
2016, Lync 2010,
2013 & Skype 2016
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Windows 7 & 24 Code Critical 1 B ) @
Server 2008 R2 Execution
Remote
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Server 2012 25 EXCG:SSSOH Critical 1 -] @ @
MS17-09-SO81 Remote
Windows 8.1 & 27 Code Critical 1 -:| @ @
Server 2012 R2 Execution
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.Net Framework 1 Exgtc:)g'ﬁon Important 2 - CVE-2017-8769
Remote :
MS17-09-MRNET Zero Day:
.Net Framework 1 EXESS’:Ton Lrlperiss 2 - CVE-2017-8759
Priority 1 for IE,
'\‘ Adobe g Remote Priority 2 for
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Execution Chrome
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