PatCh TUESday update January 10, 2017
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January has ushered in a new year of Patch Tuesdays
with a manageable number of updates and no exploits
or zero day vulnerabilities. This could be the calm before
the storm. This is the lightest Patch Tuesday since
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New Bulletins Adobe 2 2 0 2 January 2014. Next month you should expect some
"‘ adjustments and more updates as Microsoft changes
Bulletins Critical Important W User Targeted . -
\ J methodologies. This is also the last Patch Tuesday where
Microsoft will use Security Bulletins.
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CVE Vendor Shavlik Threat User Mitigates
Bulletins Count Impact Severity Priority Risk Targeted Impact Notes
MS17-001 i
HE 1 Elevation of
m= Microsoft Edge 1 Privilege Important 2 -:|:| @
MS17-002 Remote Code L
Office, Sharepoint, 1 Execution Silted 1 -:| @
Web Apps
MS17-003 Remote Code L
Windows, Flash 12 Execution Critical 1 -:| @
MS17-004 i f
s 1 Denial of Service Important 2 -]] @
APSB17-01 Remote Code e
h‘ Adobe Reader/Acrobat 29 Execution Critical 1 -:| @
APSB17-02 Remote Code L
Adobe Flash Player 13 Execution S 1 -:| @
SKYPE-108 i
k No details at
a Skype Skype this point

For additional analysis and insight visit: www.shavlik.com/patch-tuesday
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