
Google and Mozilla both released their critical updates last 

week, and there is plenty more to think about from Microsoft.  

This month, all �ve of the Critical bulletins from Microsoft 

address user-targeted vulnerabilities. If you haven’t already,

it may be time to consider adding privilege management as 

extra protection against these kinds of threats. Finally, if you 

are looking at the most recent Windows 10 update, you might 

want to hold o� for a bit.
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MS16-095
Internet Explorer 9 Critical

Remote Code 
Execution

MS16-096
Edge 10 Critical

Remote Code 
Execution

MS16-097
Windows, O�ce 3 CriticalRemote Code 

Execution

MS16-098
Windows 4 ImportantElevation of 

Privilege

MS16-099
O�ce 7 CriticalRemote Code 

Execution

MS16-100
Windows 1 Important

Security Feature 
Bypass

MS16-101
Windows 2 ImportantElevation of 

Privilege

MS16-102
Windows 1 Critical

Remote Code 
Execution

MS16-103
Windows 1
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Preview Pane is an attack vector
for these three vulnerabilities

Preview Pane is an attack vector
for one of these vulnerabilities
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Chrome-177
Chrome 8+ Critical

Remote Code 
Execution

FF16-012   
Firefox 24 CriticalRemote Code 

Execution
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For additional analysis and insight visit: www.shavlik.com/patch-tuesday


