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Microsoft :
- 1 3 5 8 O 0 March Patch Tuesday brings lots of updates,
1 Bulletins Critical Imporant I | & zero-Day but no public disclosures or exploited
vulnerabilities —yet. The Microsoft updates
Adobe ( ) tackle social engineering threats, addressing
New Bulletins S
2 0 0 vulnerabilities the IE and Edge browsers and
) "‘ Bulletins Critical RN | & Zero-Day Windows, where users might be convinced to
open specially crafted web content,
O Mozilla 1 1 0 files and media.
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. MS16-023 : -
2° Microsoft Internet Explorer 13  Remote Code Execution Critical ‘
MS16-024 "
Edge 11 Remote Code Execution Critical ‘
MS16-025
T 1 Remote Code Execution  Important &
MS16-026 -
Windows 2 Remote Code Execution Critical ‘
MS16-027 -
Windows 2 Remote Code Execution Critical ‘
MS16-028 -
Windows 2 Remote Code Execution Critical ‘
MS16-029 :
Office, Sharepoint 3 Remote Code Execution  Important &
MS16-030
Windows 2 Remote Code Execution Important &
MS16-031
Windows 1 Elevation of Privilege Important &
MS16-032 . .
Windows 1 Elevation of Privilege Important &
MS16-033
Windows 1 Elevation of Privilege Important &
MS16-034 . .
Windows 4 Elevation of Privilege Important &
MS16-035 ,
Windows, .Net Framework 1 Security Feature Bypass Important &
Al
APSB16-06 . . Rated as Priority 3, but contains
A Adobe Digital Editions 1 Code Execution Priority 3 & 2 critical vulnerability.
APSB16-09 . o Rated as Priority 2, but contains
Acrobat and Reader 3 Code Execution Priority 2 & a critical vulnerability.
FF16-005
O Mozilla FireFox 22 Code Execution Critical ‘
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